
1 
 

Vilniaus vaikų ir jaunimo klubas „Klevas“ 
POVEIKIO DUOMENŲ APSAUGAI ATLIKIMO ATASKAITA 

Dėl vaizdo stebėjimo 

 
1. Priežastys, dėl kurių būtina atlikti poveikio duomenų apsaugai vertinimą 

Planuojamos vykdyti veiklos aprašymas, jos tikslai ir planuojamos atlikti asmens duomenų tvarkymo 
operacijos. Paaiškinimas, kodėl būtina atlikti poveikio duomenų apsaugai vertinimą. Jei reikia, prie formos 
pridedami susiję dokumentai. 

Duomenų tvarkymo tikslas – turto ir asmenų saugumo užtikrinimas. 
Duomenų tvarkymo teisinis pagrindas – Bendrojo duomenų apsaugos reglamento (toliau – BDAR) 6 
straipsnio 1 dalies f punktas.  
Planuojama stebėti Vilniaus vaikų ir jaunimo klubas „Klevas“ (toliau – Įstaiga) vidaus ir lauko teritoriją, 
siekiant užtikrinti Įstaigos turto bei asmenų saugumą. Į vaizdo stebėjimo lauką pateks nepilnamečiai 
asmenys, Įstaigos darbuotojai bei tretieji asmenys. 
 
Numatomas vaizdo stebėjimas patenka į Duomenų tvarkymo operacijų, kurioms taikomas reikalavimas 
atlikti poveikio duomenų apsaugai vertinimą, sąrašą, patvirtintą Valstybinės duomenų apsaugos 
inspekcijos direktoriaus 2019 m. kovo 14 d. įsakymu Nr. IT-35(1.12.E), kadangi būtų vykdomas įstaigose, 
kuriose paslaugos yra teikiamos pažeidžiamiems asmenims (6.2 p.). BDAR 75 konstatuojamoji dalis 
numato jog kai pažeidžiamais asmenimis laikomi vaikai. 

 
2. Asmens duomenų tvarkymo aprašymas 

Aprašomi asmens duomenų rinkimo, naudojimo, saugojimo ir naikinimo veiksmai, nurodoma, iš kokių 
šaltinių bus renkami duomenys, kam bus teikiami (galima pateikti asmens duomenų tvarkymo veiksmų 
schemą). Aprašoma, kokie asmens duomenų tvarkymo veiksmai gali kelti pavojų fizinių asmenų teisėms 
ir laisvėms.  
Asmens duomenys renkami naudojant įrengtas vaizdo kameras ir įrašomi į įrašymo įrenginius (NVR). 
Vaizdo kameros fiksuoja atvaizdą, veiksmus. Garso įrašai nėra atliekami. NVR įrenginys saugomas 
Pylimo g. 10-2, Vilnius.  
Vaizdo stebėjimas būtų vykdomas Įstaigos patalpose ir teritorijoje. Užfiksuotas vaizdas skaitmeniniu būdu 
įrašomas į kietąjį diską ir vaizdo duomenys įrašymo įrenginiuose saugomi 7 kalendorines dienas. Po 7 
kalendorinių dienų automatiškai ištrinami seniausi vaizdo įrašai (be galimybės atkurti, atsarginės kopijos 
nėra daromos). Tvarkyti duomenis turi teisę direktorius ir darbuotojai, paskirti direktoriaus įsakymu. 
Kameros įrengtos ir pritaikytos taip, kad nebūtų nukreiptos į erdves, kurių stebėjimas nenumatytas. 
Vaizdo duomenys gali būti pateikti ikiteisminio tyrimo institucijai, prokurorui ar teismui dėl jų žinioje 
esančių administracinių, civilinių, baudžiamųjų bylų, atliekamų ikiteisminių tyrimų ar kitais įstatymų 
nustatytais atvejais. Tam tikri vaizdo duomenys (įvertinus būtinybę) gali būti saugomi ilgesnį terminą 
(nustatant pažeidimus, įgyvendinant duomenų subjektų teises ir pan.). Pasibaigus jų saugojimo terminui 
sunaikinami. 
Reguliariai ir sistemingai būtų tvarkomi asmens duomenys, kurie susiję su pažeidžiamais asmenimis 
(nepilnamečiais). Veiksmai, galintys kelti pavojų fizinių asmenų teisėms ir laisvėms aprašyti 5 punkte 
(Pavojų nustatymas ir įvertinimas). 
 

 
Aprašomas tvarkymo mastas: kokių kategorijų asmens duomenys bus tvarkomi; ar bus tvarkomi specialių 
kategorijų asmens duomenys arba duomenys apie apkaltinamuosius nuosprendžius ir nusikalstamas 
veikas; kiek duomenų, kaip dažnai bus renkama ir naudojama; kaip ilgai bus saugomi asmens duomenys; 
nurodomas apytikslis duomenų subjektų skaičius bei geografinė duomenų tvarkymo aprėptis. 
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Tvarkomi vaizdo duomenys.  
Specialių kategorijų asmens duomenys, duomenys apie apkaltinamuosius nuosprendžius nebus tvarkomi. 
Vaizdo įrašai saugomi 7 kalendorines dienas. Įstaigos vadovo sprendimu gali būti saugomi ilgesnį terminą 
(nustatant pažeidimus, įgyvendinant duomenų subjektų teises ir pan.). Šiuo atveju vaizdo duomenys 
saugomi iki bus priimtas galutinis teisėsaugos institucijų ar teismo sprendimas, arba vadovo sprendimu 
bus pripažinta, jog netikslinga toliau saugoti atitinkamą įrašą. 
Nuolatinė stebėsena realiu laiku nėra vykdoma. 
Vaizdo duomenys yra peržiūrimi, kai yra būtina siekiant įgyvendinti vaizdo stebėjimo tikslus. Konkretūs 
vaizdo peržiūrėjimo atvejai nėra fiksuojami. 
Į vaizdo stebėjimo kamerų lauką reguliariai patektų apie 100 nepilnamečių asmenų ir 5 darbuotojų. 
 
Atsižvelgiant į Įstaigos veiklos teritoriją, dažniausiai būtų tvarkomi duomenų subjektų, kurie gyvena 
Vilniaus mieste.  

 
Aprašomas duomenų tvarkymo pobūdis: kokio pobūdžio santykiai sieja Jūsų įmonę su duomenų 
subjektais; ar duomenų subjektai turės galimybę kontroliuoti duomenų tvarkymą; ar duomenų subjektai 
gali numatyti, kad jų asmens duomenys bus tvarkomi šiuo būdu; ar bus tvarkomi vaikų ir kitų pažeidžiamų 
asmenų duomenys; įvertinama, ar toks duomenų tvarkymas yra saugus; ar duomenų tvarkymo 
technologijos yra naujos, ar egzistuojančios technologijos bus panaudotos kitokiu būdu; koks yra 
technologijų išsivystymo lygis šioje srityje; ar yra kokių nors visuomeninių ar pan. problemų ar klausimų, 
į kuriuos būtina atsižvelgti; nurodoma, ar yra įsipareigojimas laikytis patvirtinto elgesio kodekso ar 
patvirtinto sertifikavimo mechanizmo.  
Bus tvarkomi nepilnamečių asmenų, darbuotojų ir trečiųjų asmenų, atvyksiančių į Įstaigą ar jos teritoriją, 
duomenys. Kitų pažeidžiamų asmenų duomenys nėra tvarkomi. 
Darbuotojai ir nepilnamečiai asmenys (duomenų subjektai) apie vykdomą vaizdo stebėjimą būtų 
informuojami informaciniais ženklais bei pasirašytinai arba kitu informavimo faktą įrodančiu būdu. 
Darbuotojai pasirašytinai supažindinami su Asmens duomenų tvarkymo taisyklėmis bei Vaizdo duomenų 
tvarkymo taisyklėmis.  
Tretieji asmenys apie vykdomą vaizdo stebėjimą būtų informuojami informaciniais ženklais. Be to, 
minėtos taisyklės skelbiamos viešai Įstaigos tinklapyje. 
Informaciniuose ženkluose nurodyta visa būtina informacija apie vaizdo stebėjimą. 
 
Duomenų subjektai iš dalies turės galimybę kontroliuoti jų asmens duomenų tvarkymą. Asmens duomenų 
tvarkymo taisyklėse, Vaizdo duomenų tvarkymo taisyklėse bei teisės aktuose nustatyta tvarka įgyvendinti 
duomenų subjektų teises (teisę susipažinti su tvarkomais asmens duomenimis, teisę būti užmirštam, teisę 
į asmens duomenų kopijos gavimą, teisę ištaisyti asmens duomenis, teisę nesutikti su asmens duomenų 
tvarkymo, teisę apriboti asmens duomenų tvarkymą). 
 
Duomenų subjektai gali numanyti, kad jų asmens duomenys yra tvarkomi. Prieš patenkant į vaizdo 
stebėjimo lauką yra įrengti informaciniai ženklai. Darbuotojai ir nepilnamečiai asmenys apie vykdomą 
vaizdo stebėjimą būtų informuojami pasirašytinai arba ar kitu informavimo faktą įrodančiu būdu. Vaizdo 
kameros įrengtos pastebimose vietose (nėra paslėptos ar užmaskuotos). Naudojamos įprastos ir plačiai 
paplitusios technologijos (vaizdo kameros). Nėra naudojamos vaizdo atpažinimo, numerių atpažinimo ar 
panašios technologijos. Asmens duomenys tvarkomi tik turto ir asmenų saugumo užtikrinimo tikslu. Kitais 
nenustatytais tikslais vaizdo duomenys nėra tvarkomi (pavyzdžiui, darbuotojų stebėsenos ar kontrolės 
tikslais). 
 
Nėra įsipareigojimų laikytis etikos kodeksų ar sertifikavimo mechanizmų. 
 

 

 
Aprašomi asmens duomenų tvarkymo tikslai: kokį rezultatą siekiama gauti; kokį poveikį tai turės fiziniams 
asmenims; kokia yra tokio duomenų tvarkymo nauda Jūsų įmonei bei kitiems asmenims.  
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Vykdomu vaizdo stebėjimo siekiama užtikrinti darbuotojų, nepilnamečių asmenų bei turto saugumą. Be 
to, siekiama atgrasyti pažeidėjus nuo neteisėtų veiksmų (pavyzdžiui, turto gadinimo, įvairių formų smurto, 
patyčių, narkotinių ir psichotropinių medžiagų platinimo bei vartojimo), padėti išsiaiškinti kaltininką, 
užtikrinti saugią aplinką. 
 
Duomenų subjektai, žinodami, jog yra vykdomas vaizdo stebėjimas, turėtų jaustis saugiau. Iš kitos pusės, 
duomenų subjektai gali patirti neigiamas emocijas suprasdami, jog teritorijoje ir patalpose yra vykdomas 
vaizdo stebėjimas, todėl dažnai pateks į vaizdo stebėjimo kamerų lauką (bus stebimi). 
 
 
Užtikrinamas duomenų valdytojo, jo darbuotojų bei nepilnamečių asmenų ir jų turto saugumas. Vaizdo 
stebėjimo kamerų pagalba galima objektyviau išsiaiškinti kilusius incidentus bei teisės pažeidimus. Be 
to, gali padėti atgrasyti pažeidėjus nuo neteisėtų veiksmų. 

 
3. Konsultacijos 

Aprašoma, kaip planuojama sužinoti suinteresuotų asmenų nuomonę arba pagrindžiama, kodėl to daryti 
nebūtina: kokių asmenų nuomonę planuojama gauti; kokie asmenys bus pasitelkti Jūsų įmonėje, ar bus 
pasitelkti duomenų tvarkytojai; ar planuojama konsultuotis su duomenų saugos ekspertais ar kitokių sričių 
ekspertais. 
Vaizdo stebėjimas vykdomas nuo 2026.02.10. Duomenų subjektams yra žinoma apie įrengtas vaizdo 
stebėjimo kameras (buvo informuoti bei pakabinti informaciniai ženklai). Skundų dėl vaizdo stebėjimo 
nebuvo gauta. Duomenų valdytojo taryba susirinkimo protokolu Nr. 1 pritarė vaizdo stebėjimo kameroms. 
Atsižvelgiant į nurodytas aplinkybes, nėra būtina gauti papildomą suinteresuotų asmenų nuomonę. 
Įrengiant vaizdo stebėjimą buvo konsultuotasi su specialistais, kurie įvertino vietas, kuriose būtų tikslinga 
įrengti kameras. 
 
Duomenų tvarkytojai nepasitelkiami. Duomenų tvarkymo operacijas atliks duomenų valdytojas. 
Visais klausimais planuojama konsultuotis su duomenų apsaugos pareigūnu. 

 
4. Būtinumo ir proporcingumo įvertinimas 

Aprašomas asmens duomenų tvarkymo teisėtumas ir tvarkymo proporcingumas: nurodomas teisėto 
tvarkymo pagrindas; įvertinama, ar tvarkant asmens duomenis bus pasiektas Jūsų tikslas; ar tą patį rezultatą 
įmanoma pasiekti kitokiu būdu; kokiu būdu bus išvengta veiklos sutrikimų; kaip bus užtikrinta duomenų 
kokybė ir įgyvendintas duomenų kiekio mažinimo principas; kokia informacija bus pateikta duomenų 
subjektams; kaip Jūsų įmonė planuoja įgyvendinti duomenų subjektų teises; kokiu būdu bus užtikrinta, 
kad duomenų tvarkytojas laikytųsi reikalavimų; kokiu būdu bus užtikrintas į užsienio valstybes teikiamų 
asmens duomenų saugumas.  
Duomenų tvarkymo teisinis pagrindas – BDAR 6 straipsnio 1 dalies f punktas (duomenų valdytojo teisėtas 
interesas).  
Duomenų tvarkymo tikslas – turto ir asmenų saugumo užtikrinimas. 
Vykdomu vaizdo stebėjimo siekiama užtikrinti darbuotojų, nepilnamečių asmenų bei turto saugumą. Be 
to, siekiama atgrasyti pažeidėjus nuo neteisėtų veiksmų (pavyzdžiui, turto gadinimo, įvairių formų smurto, 
patyčių, narkotinių ir psichotropinių medžiagų platinimo bei vartojimo), padėti išsiaiškinti kaltininką, 
užtikrinti saugią darbo ir mokymosi aplinką. Duomenų valdytojo vertinimu, vaizdo stebėjimas 
neabejotinai padės surinkti reikiamus įrodymus, atgrasyti nuo neteisėtų veiksmų bei išsiaiškinti incidento 
kaltininką. 
 
Europos duomenų apsaugos valdybos gairių Nr. 3/2019 dėl asmens duomenų tvarkymo naudojant vaizdo 
prietaisus 19 p. numatyta, jog atsižvelgus į realią ir pavojingą padėtį, tikslas apsaugoti turtą nuo plėšimo 
įsilaužiant, vagystės arba vandalizmo gali reikšti teisėtą interesą, kuriam apsaugoti reikalingas stebėjimas 
vaizdo kameromis. 
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Švietimo įstaigose labai dažnai įvyksta didesni ar mažesni incidentai. Dažnai apie įvykusius incidentus 
informuoja ir nacionalinė žiniasklaida. Ugdomi nepilnamečiai asmenys, kurie paprastai yra lengviau 
pažeidžiama ir paveiki visuomenės dalis, todėl galinti dažniau tapti įvairių nusikaltimų, įskaitant ir 
susijusių su psichotropinių medžiagų vartojimu ar platinimu, aukomis. Pavyzdžiui: 

• https://www.delfi.lt/news/daily/crime/incidentas-mokykloje-vilniuje-rasti-savadarbiai-
sprogmenys-vienas-ju-sprogo-
92407863?fbclid=IwY2xjawGpQeZleHRuA2FlbQIxMAABHSRsFTauIWQamzqvYkmvHw9ev
_JWfmAzIgNcX2qjQ-MX_3ty0rtNC4RhQQ_aem__CmyODMQxDQ8qoEe1TEWNA 

• https://www.lrt.lt/naujienos/lietuvoje/2/2417510/mokykloje-kauketo-asmens-vizitas-nieko-
nekliudomas-paeme-mokiniu-telefonus-ir-isejo 

• https://www.lrt.lt/naujienos/lietuvoje/2/1987471/narkotiku-karstine-mokykloje-tarp-vaiku-
daiktu-randa-svaiginimosi-priemoniu-kokiu-pedagogai-nera-regeje  

• https://www.etaplius.lt/naujiena/suniokotas-savivaldybes-turtas 
 

Duomenų valdytojas vertindamas vaizdo stebėjimo kamerų būtinumą, nustatė, jog smūgiams atsparūs 
langai, grafičiams atspari danga ar folija nėra efektyvios priemonės. Tokių priemonių įrengimas reikalautų 
labai didelių finansinių išlaidų (didelis langų ir sienų plotas), kurių duomenų valdytojo steigėjas nėra 
numatęs biudžete. Vienintelė alternatyva yra atsakingų darbuotojų, kurie nuolatos prižiūrėtų patalpas ir 
teritoriją, paskyrimas. Patalpose pertraukų metų yra paskirti budintys darbuotojai, kurie tik iš dalies 
pašalina galimas grėsmes. Duomenų valdytojo patalpų, kuriose būna nepilnamečiai asmenys, plotas yra 
pakankamai didelis, todėl nėra galimybės užtikrinti reikiamą ir tinkamą patalpų priežiūrą. Įeinančių 
asmenų kontrolė vykdoma pagal galimybes, tačiau, esant dideliems srautams, sudėtinga užtikrinti 
efektyvią kontrolę. Visos teritorijos gyvą priežiūrą užtikrinti būtų neįmanoma dėl žmogiškųjų ir finansinių 
išteklių trūkumo. Be to, smūgiams atsparūs langai, grafičiams atspari danga, apšvietimas, fizinis patalpų 
ir teritorijos stebėjimas neužtikrintų duomenų valdytojo intereso turėti įrodymus apie įvykusius teisės 
pažeidimus, todėl kaltiems asmenims būtų lengviau išvengti atsakomybės taikymo. Atsižvelgiant į šias 
aplinkybes, būtina vykdyti vaizdo stebėjimą kartu su įrašymu ir saugojimu. 
 
Stebima tik duomenų valdytojo teritorija bei patalpos. Kamerų vietos parinktos atsižvelgiant į teritorijos 
ir patalpų specifiką bei būtinumą konkrečioje vietoje vykdyti vaizdo stebėjimą. Įrengimo metu vertinti 
asmenų srautai, vertingas turtas, patekimo į patalpas ir teritoriją būdai, galimybė užtikrinti fizinę priežiūrą. 
Nestebimos teritorijos, kuriose duomenų subjektai pagrįstai tikisi visiško privatumo bei nėra vykdomas 
garso įrašymas. Iš pateiktos informacijos vertinimo darytina išvada, kad duomenų subjekto interesai nėra 
viršesni už duomenų valdytojo interesą užtikrinti savo turto, nepilnamečių asmenų bei darbuotojų 
saugumą. Be to, duomenų valdytojo interesas užtikrinti darbuotojų bei mokinių saugumą sutampa su 
duomenų subjektų (ar jų įstatyminių atstovų) interesu jaustis saugiai buvimo ugdymo įstaigoje metu. 
Taikomas vaizdo stebėjimas laikytinas proporcinga, adekvačia ir tinkama priemone siekiant numatyto 
tikslo. 
 
Darbuotojai ir nepilnamečiai asmenys (duomenų subjektai) apie vykdomą vaizdo stebėjimą būtų 
informuojami informaciniais ženklais bei pasirašytinai arba ar kitu informavimo faktą įrodančiu būdu. 
Darbuotojai pasirašytinai supažindinami su Asmens duomenų tvarkymo taisyklėmis bei Vaizdo duomenų 
tvarkymo taisyklėmis.  
Tretieji asmenys apie vykdomą vaizdo stebėjimą būtų informuojami informaciniais ženklais. Be to, 
minėtos taisyklės skelbiamos viešai Įstaigos tinklapyje. 
Duomenų subjektai savo teises galės įgyvendinti BDAR ir Asmens duomenų tvarkymo taisyklėse 
numatyta tvarka. 
 
Vaizdo duomenys saugojami 7 kalendorines dienas. Šis terminas nustatomas atsižvelgiant į veiklos 
specifiką, pavyzdžiui, šventines ir nedarbo dienas (tam tikrais metais nedarbo dienų gali būti net iki 5 iš 
eilės einančių kalendorinių dienų), incidentai paaiškėja ne iš karto, o tik po kelių dienų, apie įvykusį 
incidentą pirmiausia informuojama policija, kuri tik dar po kelių dienų kreipiasi į duomenų valdytoją. Be 
to, duomenų valdytojo veiklos specifika (nepilnamečių asmenų ugdymas) lemia, jog trumpesnis nei 7 
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dienų saugojimo terminas gali lemti, kad incidentų objektyviai išsiaiškinti nepavyks ir tokiu būdu gali būti 
iš dalies paneigtas ir pats stebėjimo tikslas. 
 
Duomenys nebus teikiami į trečiasis valstybes. 
  

 
5. Pavojų nustatymas ir įvertinimas 

Aprašomas pavojaus ir poveikio fiziniam asmeniui pobūdis. 
Jei būtina, aprašoma susijusi verslo rizika. 

Žalos 
tikimybė 

Žalos 
sunkumas 

Bendras 
pavojaus 

lygis 
Asmens duomenų konfidencialumo praradimas 
(neautorizuota prieiga arba atskleidimas): asmens duomenų 
išplitimas labiau nei yra būtina, panaudojimas kitais nei 
numatyta tikslais. 
 
Gali turėti nedidelių neigiamų pasekmių duomenų 
subjektams, patirti neigiamus išgyvenimus. Ekstraordinariais 
atvejais poveikis gali būti didesnis, jeigu būtų paviešinti 
kompromituojantys ar pašiepiantys vaizdo įrašai. 

Mažai 
tikėtina 

Minimali Žemas 

Asmens duomenų vientisumo praradimas (neautorizuotas 
asmens duomenų pakeitimas): iškraipomi (perdirbami) 
asmens duomenys). 
 
Gali turėti nedidelių neigiamų pasekmių duomenų 
subjektams, patirti neigiamus išgyvenimus. 
 

Mažai 
tikėtina 

Minimali Žemas 

Asmens duomenų prieinamumo praradimas (asmens 
duomenų praradimas, sunaikinimas): prarandamas vaizdo 
įrašais su asmens duomenimis. 
 
Gali turėti nedidelių neigiamų pasekmių duomenų 
subjektams, patirti neigiamus išgyvenimus. 

Mažai 
tikėtina 

Minimali Žemas 

IT sistemų pažeidžiamumas: trečiųjų asmenų prieiga prie 
tvarkomų asmens duomenų. 
 
Nacionalinis kibernetinio saugumo centras nustatė Hikvision 
ir Dahua kamerose esančias kibernetinio saugumo spragas. 
Pasinaudojus šiomis spragomis yra kibernetinių atakų rizika.  
 
Gali turėti nedidelių neigiamų pasekmių duomenų 
subjektams, patirti neigiamus išgyvenimus. Ekstraordinariais 
atvejais poveikis gali būti didesnis, jeigu būtų paviešinti 
kompromituojantys ar pašiepiantys vaizdo įrašai. 

Mažai 
tikėtina 

Vidutinė Vidutinis 
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Netinkamas informavimas apie vykdomą vaizdo stebėjimą. 
 
Gali turėti nedidelių neigiamų pasekmių duomenų 
subjektams, patirti neigiamus išgyvenimus. 

Mažai 
tikėtina 

Minimali Žemas 

Netinkamas įrangos konfigūravimas: dėl žmogiškos klaidos 
gali būti netinkamai nustatytas įrangos veikimas (pavyzdžiui, 
netinkamai nustatyta vaizdo aprėptis, vaizdo saugojimo 
terminas ar pan.). 
 
Gali turėti neigiamų pasekmių duomenų subjektams, patirti 
neigiamus išgyvenimus. 

Tikėtina Vidutinė Vidutinis 

Pavojus besiformuojančiam asmeninės laisvės suvokimui 
 
Nepilnamečiai asmenys gali pradėti manyti, jog yra normalu 
būti stebimiems vaizdo stebėjimo kamerų. 

Vidutinė Vidutinis Vidutinis 

Vaizdo stebėjimo kamerų naudojimas kitiems tikslams 
(pavyzdžiui, darbuotojų darbo stebėsenai, ugdytinių elgesio 
stebėsenai). 
 
Gali turėti neigiamų pasekmių darbuotojams, jų atžvilgiu gali 
būti priimami neteisėti sprendimai, patiriami neigiami 
išgyvenimai. 

Vidutinė Vidutinis Vidutinis 

 
6. Priemonių sumažinti nustatymas 

Nurodomos papildomos priemonės, kurių galima imtis siekiant sumažinti ar panaikinti aukšto ar vidutinio 
lygio pavojus. 

Pavojus Priemonės sumažinti ar 
pašalinti pavojų 

Priemonės 
pritaikymo 
rezultatas 

Likęs 
pavojus 

Priemonė 
patvirtinta 
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Asmens duomenų 
konfidencialumo 
praradimas, 
asmens duomenų 
vientisumo 
praradimas, 
asmens duomenų 
prieinamumo 
praradimas  
 

Prieiga galima tik direktoriaus 
įsakymu paskirtiems 
asmenims; 
prieigos prie vaizdo duomenų 
slaptažodžiai suteikiami, 
keičiami ir saugomi 
užtikrinant jų 
konfidencialumą; 
užtikrinamas įrangos, kurioje 
saugomi vaizdo duomenys, 
fizinis saugumas ribojant 
asmenų prieigą; 
paskirti darbuotojai pasirašo 
konfidencialumo 
pasižadėjimus; 
Darbuotojų mokymas; 
Asmens duomenų tvarkymo 
taisyklėse bei Vaizdo 
duomenų tvarkymo taisyklėse 
nustatytos tvarkos laikymasis 
ir kontrolė. 

Sumažinta 
 

Žemas Taip 

IT sistemų 
pažeidžiamumas 

Įgyvendinti Nacionalinio 
kibernetinio saugumo centro 
rekomendacijas. 

Sumažinta 
 

Žemas Taip 

Netinkamas 
informavimas apie 
vykdomą vaizdo 
stebėjimą 
 
 

Darbuotojų mokymas; 
Asmens duomenų tvarkymo 
taisyklėse bei Vaizdo 
duomenų tvarkymo taisyklėse 
nustatytos tvarkos laikymasis 
ir kontrolė. 

Sumažinta 
 

Žemas Taip 

Netinkamas 
įrangos 
konfigūravimas 

Darbuotojų mokymas; 
Asmens duomenų tvarkymo 
taisyklėse bei Vaizdo 
duomenų tvarkymo taisyklėse 
nustatytos tvarkos laikymasis 
ir kontrolė. 

Sumažinta 
 

Žemas Taip 

Pavojus 
besiformuojančiam 
asmeninės laisvės 
suvokimui 
 

Skaidrus ir tinkamas 
nepilnamečių asmenų 
informavimas apie vykdomą 
vaizdo stebėjimą, jo tikslus bei 
duomenų subjektų teises. 

Sumažinta 
 

Žemas Taip 

https://www.nksc.lt/doc/biuleteniai/2020-05-27%20Hikvision%20ir%20Dahua%20kameru%20kibernetinio%20saugumo%20vertinimas.pdf
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Vaizdo stebėjimo 
kamerų 
naudojimas 
kitiems tikslams 
(pavyzdžiui, 
darbuotojų darbo 
stebėsenai). 

Skaidrus ir tinkamas 
darbuotojų informavimas apie 
vykdomą vaizdo stebėjimą, jo 
tikslus bei duomenų subjektų 
teises. 

Prieigos prie vaizdo duomenų 
ribojimas.  

Įstaigos darbuotojų vykdomos 
peržiūros registracija žurnale. 

 

Sumažinta 
 

Žemas Taip 

 
7. Išvados ir sprendimai 

Nurodomos priemonės ir 
įvardijamas likęs pavojus 

Vardas, pavardė, data, parašas Pastabos 

Priemonės patvirtintos. 
 

Dalia Simončikienė 
2026.01.29 

 

Likęs pavojus pripažintas 
priimtina rizika: taip. 
 
 

Dalia Simončikienė 
2026.01.29 

Nėra pagrindo kreiptis į Valstybinę 
duomenų apsaugos inspekciją dėl 
išankstinės konsultacijos. 

 

Duomenų apsaugos pareigūno nuomonė 

Duomenų apsaugos pareigūno nuomonė turi būti pateikta dėl asmens duomenų tvarkymo teisėtumo, 
planuojamų priemonių pavojams mažinti ar pašalinti bei dėl galimybės toliau tvarkyti asmens duomenis. 

 
Nurodoma duomenų apsaugos pareigūno nuomonė: 
29 straipsnio darbo grupė 2009 m. vasario 11 d. priimtoje nuomonėje Nr. 2/2009 dėl vaikų asmens 
duomenų apsaugos (Bendrosios gairės ir konkretus mokyklų klausimas) pažymėjo, kad „vaizdo stebėjimo 
priemones galima įrengti mokyklose tik tada, kai tai būtina, ir kai nėra kitų mažiau varžančių priemonių 
tam tikslui pasiekti. Vaizdo stebėjimo priemonių naudojimas yra labiau pagrįstas tam tikrose mokyklos 
vietose, kuriose saugumas yra svarbiausias prioritetas: pavyzdžiui, prie mokyklų įėjimų bei išėjimų ir 
kitose vietose, kuriose vaikšto daug žmonių – ne tik mokyklos dalyviai, bet ir kiti asmenys, dėl kokių nors 
priežasčių besilankantys mokykloje. Kita vertus, daugelyje kitų mokyklos teritorijos vietų mokinių (taip pat 
mokytojų ir kitų mokyklos darbuotojų) teisė į privataus gyvenimo neliečiamumą ir būtina mokymo laisvė 
laikomos svarbesnėmis už poreikį nuolat stebėti šias vietas vaizdo stebėjimo priemonėmis. Pirmiausia 
klasių stebėjimas vaizdo stebėjimo priemonėmis gali varžyti ne tik mokinių mokymosi bei žodžio laisvę, 
bet ir mokymo laisvę. Poilsio zonų, sporto salių ir persirengimo kambarių stebėjimas taip pat gali pažeisti 
teisę į privataus gyvenimo neliečiamumą“. 
 
Europos duomenų apsaugos valdybos gairių Nr. 3/2019 dėl asmens duomenų tvarkymo naudojant vaizdo 
prietaisus 38 p. numatyta, jog „Duomenų subjektai taip pat gali tikėtis, kad jie nebus stebimi viešai 
prieinamose vietose, ypač jei tos vietos paprastai naudojamos gydymo, reabilitacijos ir laisvalaikio 
veiklai, taip pat vietose, kuriose asmenys apsistoja ir (arba) bendrauja, pavyzdžiui, sėdimosios vietos, 
staleliai restoranuose, parkai, kinas ir kūno rengybos salės. Šiuo atveju duomenų subjekto interesai arba 
teisės ir laisvės dažnai bus viršesni už duomenų valdytojo teisėtus interesus.“ 
 
Įrengiant vaizdo stebėjimo kameras būtina atidžiai įvertinti, jog į vaizdo stebėjimo lauką nepatektų 
patalpos ir teritorija, kurių nenumatytas vaizdo stebėjimas (įskaitant, sanitarinius mazgus, sporto 
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aikštynus, valgyklą, mokymosi (ugdymo) patalpas (grupes), teritoriją, kuri nėra duomenų valdytojo 
valdoma teisėtais pagrindais). 
 
Be to, prieš patenkant į patalpas ar teritoriją, kurioje vykdomas vaizdo stebėjimas, turėtų būti 
aiškiai ir tinkamai pateikiama priežiūros institucijų nurodoma informacija apie vykdomą vaizdo 
stebėjimą 
(https://vdai.lrv.lt/uploads/vdai/documents/files/03%20VAIZDO%20STEBEJIMAS%202018-07-
23.pdf). 
 
Nacionalinis kibernetinio saugumo centras prie Krašto apsaugos ministerijos (NKSC) atliko įvairių 
gamintojų Lietuvoje tiekiamų vaizdo stebėjimo kamerų kibernetinio saugumo vertinimus  
(Nr. 1 https://www.nksc.lt/doc/biuleteniai/2020-05-
27%20Hikvision%20ir%20Dahua%20kameru%20kibernetinio%20saugumo%20vertinimas.pdf; 
Nr. 2 https://www.nksc.lt/doc/biuleteniai/2020_10_06_buitiniu-kameru-tyrimas_cen.pdf).  
Atsižvelgiant į pateiktą NKSC informaciją, siūlytina pagal duomenų valdytojo finansines galimybes ar 
atliekant įrangos atnaujinimą, pasirinkti kitų gamintojų vaizdo duomenų stebėjimo įrenginius. 
 
Siūlytina nustatyti ne ilgesnį kaip 7 kalendorinių dienų vaizdo įrašų saugojimo terminą. 
 
Siūlytina ateityje reguliariai atlikti poveikio duomenų apsaugai vertinimą ir nustatyti ar neatsirado naujų 
priemonių, kurios mažiau ribotų duomenų subjektų privatumą bei iš naujo įvertinti poreikį vykdyti vaizdo 
stebėjimą konkrečiose patalpose (jų dalyse) ar teritorijoje.  
 
Likęs asmens duomenų tvarkymas laikytinas teisėtu. Poveikio duomenų apsaugai vertinimas atliktas iš 
esmės tinkamai. 
 
 Tomas Gagys 

Nurodoma, ar atsižvelgta į duomenų apsaugos pareigūno nuomonę 

Atsižvelgta. 

 Dalia Simončikienė 

Gautos kitų asmenų nuomonės 
Trumpai aprašomos kitų asmenų nuomonės ir nurodoma, ar į jas atsižvelgta. Jeigu sprendimas skiriasi 
nuo susijusių asmenų nuomonės, pagrindžiama, kodėl. 
Nėra gauta. 
 
 

 Dalia Simončikienė 

Už šio poveikio duomenų apsaugai vertinimo priežiūrą paskirtas atsakingas asmuo 

Pastaba. Duomenų apsaugos pareigūnas turi prižiūrėti asmens duomenų tvarkymo atitiktį Poveikio duomenų 
apsaugai vertinime nurodytoms išvadoms ir sprendimams. 

 
 
 
 Dalia Simončikienė 

 

https://vdai.lrv.lt/uploads/vdai/documents/files/03%20VAIZDO%20STEBEJIMAS%202018-07-23.pdf
https://vdai.lrv.lt/uploads/vdai/documents/files/03%20VAIZDO%20STEBEJIMAS%202018-07-23.pdf
https://www.nksc.lt/doc/biuleteniai/2020-05-27%20Hikvision%20ir%20Dahua%20kameru%20kibernetinio%20saugumo%20vertinimas.pdf
https://www.nksc.lt/doc/biuleteniai/2020-05-27%20Hikvision%20ir%20Dahua%20kameru%20kibernetinio%20saugumo%20vertinimas.pdf
https://www.nksc.lt/doc/biuleteniai/2020_10_06_buitiniu-kameru-tyrimas_cen.pdf

